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[bookmark: _Toc495059981]Introduction
This document presents a workaround in case STEP Workbench users having problem launching the application because of the Stibo Systems signed certificate is invalid
[bookmark: _Toc495059982]Workaround explained
Go to Java Control Panel:
[image: cid:image001.png@01D33E8F.BB473D90]
 

Open Security tab:
[image: cid:image002.png@01D33E8F.BB473D90]
In “Edit Site List” you should on the client add the URL used for launching the Workbench. If you are using a load balancer URL you will also need to add the URL for the different Application Servers to which you are directed.
If you have quite a complex setup with many application servers and possibly load balancers this may be difficult tasks to add to exception list.
The change must be done on each client that will need to launch the STEP Workbench. If possible, it is recommended to deploy this centrally to all clients to minimize effort and ensure consistency in security setting at clients.
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) Java Control Panel - %

General| Update Java Security Advanced

About
View version information about Java Control Panel.

About...
Network Settings

Network settings are used when making Internet connections. By default, Java wil use the
network settings in your web browser. Only advanced users should modify these settings.

Network Settings...
Temporary Internet Files

Files you use in Java applications are stored in a special folder for quick execution later.
Only advanced users should delete files or modify these settings.

Settings. View...

Java in the browser is enabled.
See the Security tab

oK Cancel || Apply
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General Update Java [Security] Advanced

Enable Java content in the browser

Security level for applications not on the Exception Site list
O Very High

Only Java applications identified by a certificate from a trusted authority are allowed
to run, and only if the certificate can be verified as not revoked.

©High |\
Java applications identified by a certificate from a trusted authority are allowed to run,
even if the revocation status of the certificate cannot be verified.

Exception Site List

Applications launched from the sites listed below will be allowed to run after the
appropriate security prompts.
Ittp:/isis-app.stibo.com/ B

Restore Security Prompts | | Manage Certificates...

oK Cancel || Apply
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