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# Introduction

This document presents a workaround in case STEP Workbench users having problem launching the application because of the Stibo Systems signed certificate is invalid

## Workaround explained

Go to Java Control Panel:



Open Security tab:



In “Edit Site List” you should on the client add the URL used for launching the Workbench. If you are using a load balancer URL you will also need to add the URL for the different Application Servers to which you are directed.

If you have quite a complex setup with many application servers and possibly load balancers this may be difficult tasks to add to exception list.

The change must be done on each client that will need to launch the STEP Workbench. If possible, it is recommended to deploy this centrally to all clients to minimize effort and ensure consistency in security setting at clients.