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[bookmark: _Toc431973497]Impacts of workaround
It is important to note that there is no security risk involved in running the workaround since only the relevant STEP system URL is added to the exception list.


[bookmark: _Toc431973498]By-passing the Security Configuration/Java Certificate issue with Windows Clients

1.) From the Control Panel, open up Java.

[image: ]



2.) Go to security tab - 
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3.) Add site of the server to the exceptions for bypassing this security setting by clicking on "Edit Site List.."
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4.) Type the server url you are trying to access. (url on screenshot is just an example.)
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5.) After the above steps, instead of getting the prompt that blocks you from logging in, you will see a warning like the screenshot below:
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Check "I accept the risk and want to run this application." and continue. It should launch the workbench with no issues.


[bookmark: _Toc431973499]By-passing the Security Configuration/Java Certificate issue with MAC Clients
It is similar to the above steps but here are also some screenshots with a MAC client
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[bookmark: _Toc431973500]Java versions prior to Java 7 u51
For older versions there is no exception list handling.
During start-up the error can be ignored by selecting the “Run” button and subsequently suppressed by selecting the checkbox “Always trust content from this publisher”.
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